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Overview
A great security awareness training program can make all the difference in your cybersecurity posture. Vigilance and 
appropriate behavior towards threats begins with a thorough understanding of attacks launched by cybercriminals      
and hackers.

StormWind’s suite of training gives you the tools to combat the complexity of safeguarding your end users. Presented by 
experts and delivered in a beautiful and engaging setting, you arm your employees with knowledge that helps you keep 
your organization from being a victim.

Comprehensive preparation 
for your end users on:
• Phishing attacks
• Ransomware attacks
• Dangerous attachments
• Social engineering attacks
• Safe systems usage
• Key security policies

Cybersecurity readiness 
for your executives on:
• Persistent threats
• Emerging threats
• Cybersecurity risks

Cybersecurity readiness 
for your IT staff on:
• Ransomware defense
• Key security solutions
• Device protection measures

Core User Defense Security

Email SecurityEmail ProtectionRansomware Defense

IT Security AwarenessExecutive Briefings
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The Core Series (Available Now)
 A Series of Twelve Short Courses for All Employees
The StormWind Security Awareness offering includes our “Core Series”. Comprised of twelve mini courses, the Core Series is 
geared for the upskilling of a modern employee with respect to cybersecurity. These courses will heighten your employees’ 
awareness towards the threats pervasive in today’s systems. 

While we all understand the importance of cybersecurity, we can’t assume that we can ask our employees to just watch a 
single short class and be ready for the onslaught that they face. Nor can we have them take a few days drinking from a 
firehose on a wide range of security concerns. That is why we’ve broken this series into a logical series of twelve classes    
you can drip to your employees.

Classes and videos are engaging and provide the exposure to threats including phishing, ransomware, viruses                               
and social engineering.

Let’s help our employees not fall prey to these attacks and stop those cybercriminals.
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Ransomware Defense
(Available Now) 
The specter of ransomware looms greater year over year. 
A deep coverage of ransomware provides exposure to 
what can become a crippling event for an organization.     
The courses in the Ransomware Defense concentration  
shed light onthis concern.
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Email Protection
(Available Now)
Dangerous links, attachments and messages bombard 
our users. A single misstep can have wide ramifications. 
The courses in Email Protection drive the skills necessary 
to recognize malicious emails.
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Executive Briefings 
(Coming Q2 2022) 
Executives in every discipline can benefit from a 
broader exposure to the threats facing our IT staff. 
The Executive Briefing offering provides information 
relevant to an organization’s decision makers when 
balancing IT considerations.
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IT Security Awareness
(Coming Q2 2022)
IT professionals that aren’t specialized in cyber 
security must walk a fine line between the needs of 
an organization versus the threats to the systems they 
deploy. Numerous challenges and solutions help this 
balance. The IT Security Awareness offering explores 
these elements of a secure environment.
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Expert Instructor-Led Cybersecurity Training
StormWind’s training helps your users understand they are central to the security of your organization. They learn from      
an engaging expert in a curriculum that will expand their understanding of how their participation combats the attacks           
of hackers and cybercriminals.

Training Pricing
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